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Named Insured: 

Company name 

Head office address 

Global Footprint: 
Attach an Excel or list employees by country where you have offices, operations and/or production facilities 

Country Headcount Country Headcount Country Headcount 

Enterprise Risk Management Priorities: 

SIR strengthens enterprise risk management by providing additional support, expertise, and geographic reach for 
security and integrity issues. Help us understand where you anticipate your SIR policy delivering the most value 
to your organization by indicating with a          the extent to which you agree with the following statements: 

Strongly 
Agree Agree Not Sure Disagree 

Strongly 
Disagree 

Our organization intends to use the policy primarily to 
respond to incidents or allegations of internal or 
external fraud. 

Our organization intends to use the policy primarily 
to respond to issues related to bribery, agent 
misconduct and other forms of corruption.  
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Our organization intends to use the policy primarily to 
avoid or minimize loss of revenue and/or brand 
integrity due to counterfeiting and other forms of 
competitor malfeasance.  

Our organization intends to use the policy primarily to 
avoid business interruption and protect assets due 
to violent or destructive labour disputes.   

Our organization intends to use the policy primarily to 
avoid or minimize loss of revenue due to theft of 
trade secrets or other insider threats.   

Our organization intends to use the policy primarily to 
protect personnel from potential workplace 
violence or radicalization.  

Our organization intends to use the policy primarily to 
improve our ability to respond to and manage active 
cyber security threats. 

Our organization intends to use the policy primarily as a 
resource to protect personnel and assets during 
instances of malicious threats. 

Our organization intends to use the policy primarily to 
avoid or minimize confiscation, expropriation, 
nationalization and/or deprivation arising from 
political risks. 

Our organization intends to use the policy primarily as a 
resource to protect personnel and assets during 
instances of instability, civil commotion, riots and 
other forms of political violence. 

If you indicated not sure to any of the above categories 
and would like to learn more regarding use of SIR to 
enhance your organization’s capabilities in these areas, 
please include your request here: 

Strongly 
Agree Agree Not Sure Disagree 

Strongly 
Disagree 
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Risk Mitigation Priorities: 

The SIR policy includes a risk mitigation allowance equivalent to 
20% of the policy premium. This can be used for resilience-
building activities with Control Risks (and/or new or upgraded 
services from International SOS) that directly increase your 
preparedness with respect to SIR related risks. 

If you have already identified risk mitigation requirements that 
may qualify, please indicate them here and qualifying services 
will be confirmed in the policy quotation.  Otherwise, 
recommendations will be made based on analysis of your 
exposure.       

Hiscox is a trading name of a number of Hiscox companies. The specific company acting as a data controller of your personal 
information will be listed in the documentation we provide to you. If you are unsure you can also contact us at any time by 
telephoning +44 (0)20 3321 5705 or by emailing us at dataprotectionofficer@hiscox.com. We collect and process information about 
you in order to provide insurance policies and to process claims. Your information is also used for business purposes such as fraud 
prevention and detection and financial management. This may involve sharing your information with, and obtaining information 
about you from, our group companies and third parties such as brokers, loss adjusters, credit reference agencies, service providers, 
professional advisors, our regulators or fraud prevention agencies. We may record telephone calls to help us monitor and improve 
the service we provide. For further information on how your information is used and your rights in relation to your information please 
see our privacy policy at www.hiscoxspecialrisks.com/privacy-policy. 

I understand that the signing of this proposal does not bind me to complete or underwriters to accept this Insurance but agree that, 
should a contract of insurance be concluded, this proposal and the statements made therein shall form the basis of and be 
incorporated into the contract. 

Applicant’s Name Position in Company 

Signature of Applicant Date 

Rank 
(1-8) 

Please rank the following ERM functions in 
order of how likely they are to engage with 
and/or activate the SIR policy: 

Chief Risk Officer (or equivalent) 

Head of Business Continuity (or equivalent) 

Chief Security Officer (or equivalent) 

Chief Information Security Officer (or equivalent) 

General Counsel 

Chief Compliance/Ethics Officer (or equivalent) 

Head of Communications 

Head of HR 

Using your personal information 
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